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nHpopmaLmoHHoro obmeHa («Ycnosua CUO») onpepgensioT
NOpAAOK M YC/NOBUA OCYLLECTBAEHUA WHPOPMALMOHHOIO
B3aMMoZencTBmuA Mexay baHKom M KnaneHTom B pamkax
3aK/IIOYeHHbIX MeXay baHkom n KnneHToB AoroBopos (caenok),

npeaycMaTpuBalOWNX  OCYLLeCTBAeHWE  WHPOPMALMOHHOro
obmeHa ¢ wucnonb3oBaHMem Cuctem  MHGOOPMALMOHHOIO
obmeHa.

Ycnosua CUO  coCTOAT W3 creaylOWMX HeoTbeMIeMbIX

COCTaBHbIX YacTei: 3asBneHnn Ha ucnonbsosaHme CMO (moskeT
ABNATLCA COCTAaBHOW YacTblo 3asBAEHWA O 3aK/IOYEHUMU
[Jorosopa), Hactoawwmx Ycnosuin CUO.

B pamkax HactoAwmx Ycnosuit CMO npumeHaTCA TEPMUHDBI U
onpegeneHuns, ykasaHHble B [lpaBuMnax OTKPLITUA U BeLeHUA
KoppecnoHAeHTCKMX cyetos B 000 «baHk 131» (MpaBuna), ecim
WHOE He MPAMO He yKa3aHo B HacToAawmx Ycnosua CUO.

Conditions”) determine the procedure and conditions for the
implementation of information interaction between the Bank
and the Client within the framework of agreements (deals)
concluded between the Bank and Clients providing for
information exchange using Information Exchange Systems.

IES Conditions consist of the following integral parts: Application
for IES use (may be an integral part of the Application for the
conclusion of the Agreement), these IES Conditions

Within the framework of these IES Conditions, the terms and
definitions specified in the Rules for Opening and Maintaining
Correspondent Accounts in Bank 131 LLC (Rules) are used,
unless otherwise expressly stated in these IES Conditions.

Paspen 1. TepmuHbl M onpepeneHna

APl - KaHan (cuctema) nepegayun AaHHbIX, MO3BONAOLLNIA
CTOopOHam ocyLLecTBAATb MHPOPMALMOHHOE B3aMMOAENCTBME U
0bMeH LLOKYMEHTaMM, B TOM YMC/E NNATEXHbIMU (pacyeTHbIMK)
W UHBIMWN LOKYMEHTAMM.

SWIFT — mexxayHapoaHaa meXXbaHKOBCKasa cuctemMa nepegayn
db1HaHCOBbIX COOBLLEHNI 1 MHPOPMALMK.

CN®PC - Cuctembl nepefaym GpUHaHCOBbLIX COObLLEHMI BbaHKa
Poccum.

Cuctema ABO - KaHan (cuctema) gUCTaHUMOHHOTO 6aHKOBCKOro
obcnykuBaHua, nossonsowan CToOpoHam  OCYLLEecTBAATb
nHPopMaLMOHHOe B3aumogencTane u obMmeH JOKYMeHTaMu, B
TOM 4ucne [OKYMEHTamMM MpeaocTaBasemble AAA  Lenewn
nposeaeHna uaeHTUGUKaUMK, NNaTeXHbIMKU (pacyeTHbIMM)
OOKYMEHTAMM, B 3/IEKTPOHHOMU dopme.

Section 1. Terms and definitions

APl is a data transmission channel (system) that allows the
Parties to carry out information interaction and exchange of
documents, including payment (settlement) and other
documents.

SWIFT is an international interbank system for the transmission
of financial messages and information.

SPFS - financial messaging system of the Bank of Russia.

RBS System is a channel (system) for remote banking services
that allows the Parties to carry out information interaction and
exchange of documents, including documents provided for
identification purposes, payment (settlement) documents, in
electronic form.

Paspen 2. MNpegmer VYcnosuit CUO u obwme ycnosus
obcnyxkuBaHua

2.1. C ucnonb3oBaHnem Cucrtem MHbOpPMaLMOHHOrO obmeHa
CTopoHamm ocyliecTsaneTca WHPOPMaLMOHHOE
B3aMmoaeinctesue UM 0bMeH  HPUAUYECKM  3HAYMMbIMMK
OOKYMEHTaMN U COOBLLEHUAMKU, B TOM 4YMCae MNaTeXHbIMU
(pacueTHbIMKM) AOKYMEHTaMWM MO OTKPbITbIM BaHKoM KaueHTy
6aHKOBCKMM (KOPPEecnoHAEHTCKMM) cHeTaM, a TaKXkKe B pamKax
APYrUX COENOK, 3aKNtoYeHHbIX mexay baHkom u KnveHtom, B
3/IeKTPOHHOM dopme.

ObmeH [AOKYMEHTaMW M COOBLLEHMAMM C MCNONAb30BaHWMEM
Cuctem MHOOPMAUMOHHOrO ObMeHa fABAAETCA OPUANYECKU
3HaYMMbIM [JOKYMEHTOO60POTOM W MOPOXKAAeT MpaBoOBble
nocneacTems, paBHO3HayHble obmeHy CTopoHamu
OOKYMeHTammM B BymaxkHoi popme (MMCbMEHHbIE AOKYMEHTbI),
NOAMUCAHHLIMU  YNOJIHOMOYEHHbIMU  vuammu  CTOpPOH #
CKpenaeHHbIMW NneYyaTbio (Mpy Hanuuum).

2.2. MNMopAadoK W YCNOBUA MNOAKAOYEHWUA W WUCNONb30BaHMA
CropoHamu Cuctem nHdopmaLMoHHOro obMeHa onpeaenstoTca
B COOTBETCTBYHOLWMX AOKYMeHTax baHKa WMAM B AOKYMeHTax

Section 2. Subject of IES Conditions and general conditions of
service

2.1. Using the Information Exchange Systems, the Parties carry
out information interaction and exchange of legally significant
documents and messages, including payment (settlement)
documents for bank accounts opened by the Bank to the Client,
as well as within the framework of other transactions concluded
between the Bank and the Client, in electronic form, sent to
fulfill obligations within the framework of the legal relations of
the Parties under CBSA, Account Agreement, other agreements
(transactions) of the Parties, including those provided for by the
Rules, in the manner and on the terms specified in the Rules,
Product Conditions, and/or other agreements (transactions)
concluded by the Bank and the Client, these Terms and other
documents establishing the procedure for information exchange
(if any).

Exchange of documents and messages using Information
Exchange Systems is a legally significant document flow and
gives rise to legal consequences equivalent to the exchange of
documents in paper form (written documents) by the Parties,
signed by authorized persons of the Parties and sealed (if any).
2.2. The procedure and conditions for connecting and using the
Information Exchange Systems by the Parties are determined in
the relevant documents of the Bank or in the documents of the




NMua,  NpefocTaBAAIOLLErO
nHdopmaLMoHHOro obmeHa.
2.3. O6bMeH DNEKTPOHHbIMMU AOKYMEHTaMW U COOBLLEHMAMMU C
ncnonb3osaHnem Cuctembl 16O onpepenseTca B AOKYMeHTax
baHKa, pernameHTUpylOWMUX MOPAJOK MNOAKAIOYEHUA U
ucnonb3osaHma Cuctembl ABO. KnmeHT npucoeauHaeTca K
YKA3aHHbIM JOKYMEHTaM, NyTeM MX aKLLenTa B NoJIHOM obbeme
6e3  Kakux-nMbo  M3BbATUA  NPesyCMOTPEHHOM  TaKUMMU
OOKYMEHTaMM nopaake.

2.4. O6MeH I1IeKTPOHHbIMM JOKYMEHTAMWN U COOBLLLEHMAMMK NPU
ncnonbsosaHmn SWIFT onpegeneHbl B NnpaBuaax u ctaHaapTax
Coobuwectea BcemupHbix  MexbaHKOBCKMX ~ PUHAHCOBBIX
TenekommyHuKauuii (SWIFT), K KOTopbiM NpucoeanHeHbl baHk
1 KnneHT B yCTaHOBNEHHOM TaKMMM CTaHZAApTamMu NopAaKe.
2.5. O06MeH INeKTPOHHbIMM AOKYMEHTaMMU U COOBLLEHNAMM NpPU
ucnonb3osaHum CMOC onpeaeneHbl B COOTBETCTBYHOLLUX
npaswiax wu cTaHgaptax baHka Poccuu, K  KoTOopbim
npucoeamHeHbl baHk ¥ KaneHT B ycTaHOBNEHHOM TaKMmMU
OOKYMEHTamMM nopagke.

2.6. O6MeH I1eKTPOHHbIMU JOKYMEHTAMW U COOBLLLEHMAMMK NPU
ncnosb3oBaHun APl onpeaenseTca B ONMCaHUN UCNOAb3YyEeMOro
CtopoHamn API, ocywecTBieHMe TEXHUYECKOU WMHTerpaumm c
API, KaK co cTopoHbl KnmeHTa Tak uU/Mam co cTopoHbl BaHKa
noateepKaaeT nonHoe u H6e3oroBopoyHoe cornacue CTOPOH
ncnonb3zoBaTb APl M yKasaHHble B HemM crnocobbl nepepauu
nHpopmaummn, ana obMmeHa INEKTPOHHbIMU [OKYMEHTAMMU U
COOBWEHMAMM N NPUMEHATb K TaKOMy OBMeHy Bce YCnoBus,
yKa3saHHble B paBuiax 1 HacTOALLMX YCNOBUAX.

2.7. MNogknoyeHue 7] MCNOJib30BaHMe Cuctem
nHpopmaLmoHHOro obmeHa ocyuwecTBafetTca  KaveHTom
CamMOCTOATENIbHO M 33 €ro c4eT, B TOM YMC/Ie B COOTBETCTBUMU C
poKymeHTamu Cuctembl OBO, npasunamn m CTaHAapTamu
Coobuwectea BcemupHbix  MexbaHKOBCKMX ~ PUHAHCOBbBIX
TenekommyHuKkaumii  (SWIFT), npaBunamum w cTaHgapTamu
CMNdC, paspabotumkamm API.

Kaxpaaa CtopoHa o6q3aHa 3a COBCTBEHHbIV CYET NOAAEPKNBATD
B paboyem COCTOAHMM CBOM MPOTrPAMMHO-TEXHUYECKME
CpeacTBa M KaHasbl CBA3M, UCNO/b3yeMble 1A OCYLLEeCTBAEHMA
WHPOPMALMOHHOIO  B3aMMOAENCTBMA C  MCMNONb30BaHUEM
Cucrem nHpopmaLMoHHOro obmeHa.

KnneHT cornawaetca, 4to baHK He MOXeT rapaHTMpoBaTb
KnneHTy oTcyTcTBME MepepbiBOB, CBA3AHHbLIX C TEXHUYECKUMU
HeMcnpaBHOCTAMMU, NpoBeAeHNEM NpodunakTUYeckmx pabor, a
TaK)Ke MoJIHyto 1 6e30WwmnboyHyto paboTocnocobHoCTb CucTeMbl
nHpopmaumoHHoro obmeHa W KaHanoB cBA3WU. KaueHT
obsa3yeTcA HesameanuTeNbHO yBeAOMWMTb BaHk o ntobbix
Cny4asx nepepbiBa UKW HeHagnexawero GyHKLMOHMPOBaHMA
Cuctembl MHGOPMALLMOHHOTO 0BMEHa U KaHaoB CBA3MW.

2.8 Bce u niobble DNEKTPOHHbIE AOKYMEHTbl M COObLLEeHUS,
Hanpasnsemble KnneHtom B BaHK ¢ ncnonb3oBaHnem Cuctem
nHPopmaLMoHHOro obmeHa, A[O0MKHbl  OblTb  MOAMNMCAHbI
KnneHtom nnaun ynonHomoueHHbim lNpeactasutenem Knuewta,
HafleNeHHbIM  COOTBETCTBYHOLWMMM  NOAHOMOYMAMM  Ha
COBepLUEeHMEe COOTBETCTBYHOLUUX HOPUANYECKMX U PaKTUUECKUX
nencTeuii ot umeHn Knnexra.

cooTBeTcTBYOWYO  CucTtemy

KAMeHT He  [O/XKeH  AOMNycKaTb K OCYLLEeCTB/IEHUIO
nHbOpMaLUMOHHOrO  B3aumogeictena ¢ BaHKom, He
obnagatowmx NOJAHOMOYUAMM Ha coBeplueHune

COOTBETCTBYIOLNX HOPUANYECKUX U GAKTUYECKUX AEUCTBUIA OT
nmeHn KnuneHTa, cBeAEHUA U LOKYMEHTbI, O KOTOPbIX He Bblan
npepoctassieHbl KaneHTom baHKy.

KnneHT HeceT OTBETCTBEHHOCTb nepen baHKom U TpeTbuUmu

person providing the relevant Information Exchange System.

2.3. The exchange of Electronic Documents and messages using
RBS System is determined by the Bank's in documents regulating
the procedure for connecting and using RBS System. The Client
accedes to the specified documents by accepting them in full,
without any exceptions, in the manner prescribed by such
documents.

2.4. The exchange of Electronic Documents and messages when
using SWIFT are defined in the rules and standards of the Society
of Worldwide Interbank Financial Telecommunications (SWIFT),
to which the Bank and the Client are affiliated in the manner
prescribed by such standards.

2.5. The exchange of Electronic Documents and messages when
using SPFS are defined in the relevant rules and standards of the
Bank of Russia, to which the Bank and the Client are affiliated in
the manner prescribed by such documents.

2.6. The exchange of Electronic Documents and messages when
using APl is defined in the description of APl used by the Parties;
implementation of technical integration with API, both on the
part of the Client and/or on the part of the Bank, confirms the
full and unconditional consent of the Parties to use APl and
methods of transmitting information specified therein for the
exchange of Electronic documents and communications and
apply to such exchange all the conditions specified in the Rules
and these Terms.

2.7. Connection and use of Information Exchange Systems is
carried out by the Client independently and at his/her expense,
including in accordance with the documents of RBS System,
rules and standards of the Society of Worldwide Interbank
Financial Telecommunications (SWIFT), rules and standards of
SPFS, and API developers.

Each Party is obliged, at its own expense, to maintain in working
order its software and hardware and communication channels
used for information interaction using Information Exchange
Systems. The Client agrees that the Bank cannot guarantee the
Client the absence of interruptions associated with technical
malfunctions, maintenance, as well as the complete and error-
free operation of the Information Exchange System and
communication channels. The Client undertakes to immediately
notify the Bank of any cases of interruption or improper
functioning of the Information Exchange System and
communication channels.

2.8 All and any Electronic Documents and messages sent by the
Client to the Bank using Information Exchange Systems must be
signed by the Client or Client’s Authorized Representative,
vested with the appropriate authority to perform the relevant
legal and actual actions on behalf of the Client.

The Client should not allow information and documents about
which were not provided by the Client to the Bank to carry out
information interaction with the Bank who do not have the
authority to perform the relevant legal and actual actions on
behalf of the Client.

The Client is liable to the Bank and third parties, and also bears
the risk of adverse consequences and losses for the Client and
the Bank in the event of failure to comply with the above
conditions.




NIMLAMK, @ TaK¥Ke HeceT PUCK HacTynieHus HebnaronpuaTHbIX
nocneacteuii M yobiTkoB KnamveHta w baHka B caydvae
Hecobt0AeHUA BblleyKa3aHHOro YCA0BUS.

2.9. KnueHT npusHaeT M COrNallaeTcs, YTO MCMo/ib30BaHWE
peanusoBaHHbIX B Cuctemax UHbOpPMaUMOHHOTO obmeHa

aBTOpM3aLI,VIV1 ABNAETCA ,CI,OCTaTOHHOVI ana  3auutbl  OT
HEeCaHKUMOHNUPOBAHHOIO  A0CTyna VI/VIﬂVI Mcnoab3oBaHUA
Heynos1HOMO4YeHHbIMU nuamun TaKUX CUCTem, ana

NoATBEPKAEHUA aBTOPCTBA M MNOAJIMHHOCTU  DNEKTPOHHbIX
AOKyMeHTOB oTnpaBusLueit CTOPOHbI, @ TaKkKe Ana obecneyeHun
3aWwunTbl MHGOPMALUKM NpU ee Nepegaye NO CETAM OTKPbLITOro
[0CTyna, B TOmM uncne NHTepHer.

2.9.1. CTOpOHbl NpPUWAX K COrNAWEHWUID, YTO npu
ucnonb3osaHum Cuctembl [OBO npoBepKka NOA/NHHOCTH,
HEM3MEHAEMOCTU U onpefesieHMe aBTOPCTBA INEKTPOHHbIX
OOKYMEHTOB onpeaenserca B COOTBETCTBUM LOKYMEHTaMMU

baHka 06  ycnoBMAX  AWCTAaHUMOHHOTO  BGaHKOBCKOro
obcnyxkuBaHua KnueHtoB B cucteme «MHTepHeT-KnneHT» B
000 «baHk 131», a TaKXe WHbIMW  AOKYMEHTaMW,

onpeaenAlOWMMMU NOPASOK MOAKAOYEHUA U UCNONb3OBAHUA
Cuctemol 4B0.

Mpn  wncnonb3osaHum  SWIFT  npoBepka NOAJAMHHOCTH,
HEM3IMEHHOCTU W onpejeneHne aBTOPCTBA INEKTPOHHbIX
OOKYMEHTOB OCYLLEeCTBAAETCA B COOTBETCTBMM C NpaBuiaMu m

cTaHaaptamu  CoobuiectBa  BcemupHbix  MeKBaHKOBCKUX
duHaHcoBbIx TenekommyHukaunin (SWIFT).
Mpu  ucnonbzoBaHum CMNPC nposepka  NOAAUHHOCTH,

HEM3MEHHOCTM W onpegeneHue aBTOPCTBA DJIEKTPOHHbIX
OOKYMEHTOB OCYLLECTB/IAETCA B COOTBETCTBMM C MPaBWUIAMN U
cTtaHgaptamum CNoC.

Mpun Mcnosib3oBaHnun API nposepka NOA/IMHHOCTH,
HEM3IMEHHOCTU W onpegeneHne aBTOPCTBA INEKTPOHHbIX
OOKYMEHTOB OCYLLEeCTBAAETCA B COOTBETCTBMW C MeTohamMu
paboTbl cooTBeTCTBYOLLErO API.

2.9.2. B pamkax MHPOPMAUMOHHOIO B3aMMOZENCTBMA C
ncnonbsoBaHmem Cuctembl MHbOPMauMoHHOro obmeHa
CTOpPOHbI MOTyT:

®  HanpaBAATb/MOMYYaTb DNEKTPOHHbIE LOKYMEHTbI ANA
ocyuiecteneHna onepaunin no Cyetam KnueHTta,
OTKpPbITbIM B baHKe;

e HanpaBaaTb/monyyaTb  MHPOPMaUMIO,  CBeaeHMs,
coobuieHunn, 3anpocbl U TpeboBaHMA, INEKTPOHHbIE
OOKYMEHTbl B pamKax 3akatoyeHHbix CTopoHamwu
[OroBopoB (cAenok), B TOm yucae no onepauuam no
6aHKOBCKMM cyeTam KnumeHTa, OTKpbITbIM B BaHKe;

e 0OMeHMBATbCA INEKTPOHHbIMM  AOKYMEHTaMW, B
COOTBETCTBUM C YCNOBUAMM 3aKNtOUYeHHbIX CTOpoHamu
CAeNnoK, B TOM uucne B pamkax [pasun, caenok,
KoTOopble npeaycmatpuBsatoT 3NEKTPOHHbIN
AOKYMeHTO060pOT € MCMO/Ib30BAaHWEM COBETYIOLLEN
Cuctembl MHPOPMALMOHHOTO 06MeHa;

®  OCYyLLEeCTBAATb UHOE B3aUMOAENCTBUE, B COOTBETCTBUU
C YCNOBMAMM [OroBOPOB (CAENOK), 3aK/OYEHHbIX
BaHKom 1 KnneHTom, Npu Ha YK COOTBETCTBYIOLLEN
OYHKUMOHANbHOM U TEXHUYECKON BO3MOXKHOCTbIO
Cuctem uHdPopmaunoHHoro obmeHa, ecnm 3710 He
NPOTUBOPEUUT 3aKkatoveHHbIM CTOpOHaMK caenkam u
3aKoHoAaTenbCcTBYy Poccuiickoit Pepepaumm.

2.10. Onepauum no oTKpbiToMy B baHke Cuyety KiaueHTa
OCYLLECTBNAIOTCA HAa OCHOBaHUM NaTeXHOro (pacyeTHoro)
OOKYMeHTa, npepoctasneHHoro baHKy B cooTBeTcTBUM C
3aKNt0YeHHbIM BaHKOM M KnmeHTom [oroBopom (caenkoi) u

2.9. The Client acknowledges and agrees that the use of
authorizations implemented in the Information Exchange
Systems is sufficient to protect against unauthorized access
and/or use by unauthorized persons of such systems, to confirm
the authorship and authenticity of the Electronic Documents of
the sending Party, as well as to ensure the protection of
information during its transmission over networks open access,
including the Internet.

2.9.1. The parties agreed that when using RBS System,
verification of authenticity, immutability and determination of
authorship of Electronic Documents is determined in
accordance with the Bank documents on the conditions of
Remote Banking Services for Clients in the Internet Client system
in LLC “Bank 131”, as well as other documents defining
procedure for connecting and using RBS System.

When using SWIFT, verification of authenticity, immutability and
determination of authorship of Electronic Documents is carried
out in accordance with the rules and standards of the Society of
Worldwide Interbank Financial Telecommunications (SWIFT).
When using SPFS, verification of authenticity, immutability and
determination of authorship of Electronic Documents is carried
out in accordance with the rules and standards of SPFS.

When using API, verification of authenticity, immutability and
determination of authorship of Electronic Documents is carried
out in accordance with the operating methods of the
corresponding API.

2.9.2. As part of information interaction using the Information
Exchange System, the Parties can:

e send/receive Electronic Documents for carrying out
transactions on the Client's Accounts opened with the
Bank;

¢ send/receive information, data, messages, requests and
demands, Electronic documents within the framework of
agreements (deals) of the Parties, including on
transactions on the Client’s bank accounts opened with
the Bank;

¢ exchange Electronic Documents in accordance with the
terms of transactions concluded by the Parties deals,
including within the framework of the Rules, that provide
for Electronic Document Flow using the relevant
Information Exchange System;

e carry out other interaction in accordance with the terms
of agreements (deals) concluded by the Bank and the
Client, subject to the availability of the appropriate
functional and technical capabilities of the Information
Exchange Systems, unless this contradicts the transactions
concluded by the Parties and the legislation of the Russian
Federation.

2.10. Operations on the Client's Account opened with the Bank
are carried out on the basis of a payment (settlement) document
provided to the Bank in accordance with the agreement (deals)




TpeboBaHMAMM 3aKoHogaTenbCTBa Poccuitickoin Peaepaumm,
chOPMUPOBAHHOIO, C Yy4eTOM GQYHKLMOHANbHO-TEXHUYECKMX
BO3MOXKHOCTeN CucteMbl MHPOPMaLMOHHOrO obmeHa B BuAe
DNeKTPOHHOro OOKyMeHTa KnneHTa, noAnuUcaHHoro
Knuentom/Mpeacrasutenem Knanewra.

2.11. Nlnua, nmetome NpaBo oCyLWecTBAATE MHOOPMALLMOHHOE
B3aumogelicteue ¢ BbaHKom ¢ ucnonb3oBaHuem Cucrtem
MHbOPMaLMOHHOro 0bmeHa, B TOM Yncie obnagatowme npaBom
pacrnopaxeHua AeHexXHbIMU cpeacTBamum KaneHTa Ha OTKPbITbIX
B bBaHKke 6aHKOBCKMX cuyeTax, onpegenstorca KaneHTom
CamMOCTOATENIbHO UM YKasblBAalOTCA B  COOTBETCTBYIOLLEM
3aaBneHuun.

2.12. Mpwn noayyeHUn INEKTPOHHOTo fOoKymeHTa KaneHTa baHk
OCYLLECTBASAET NPOBEPKY TAKOro INEKTPOHHOro AOKYMEHTa U
KOPPEKTHOCTM ero odopmaeHNn/3anonHeHns, MNoAMHHOCTH
DNEeKTPOHHOW noanucu KnueHTa, OCyLecTBAAET UHble Mepbl
KOHTPO/A DNEKTPOHHOrO AOKYMeHTa KaneHTa u DNeKTpOoHHOM
nognucu  nocnegHero,  npeaycmoTpeHHble  [pasunamu,
YyCNOBUAM MCNONb30BaHMA KOHKpEeTHOM Cucrembl
MHPOpPMaLMOHHOrO 06MeHa, MHbIMM 3aKA0YEHHBIMU BaHKOM M
KnuneHtom [orosopamm (caenkamu), BHYTPEHHUMMU
[OKyMeHTaMu BbaHKa, a TaKKe AOKYMEeHTaMM, yKa3aHHbIM B M.
2.9.1 Ycnosuit CHO.

Mpy NONOXUTENbHOM pe3y/abTaTe MNPOBEPKU DNEKTPOHHOro
JOKymeHTa bBaHK coxpaHAeT DNIeKTPOHHbIA OOKYMEHT W
NPUHUMAET ero K UCMOJIHEHUIO, eC/IN UHOE He NPeayCMOTPEHO
3aKoHogaTtenbctBOM Poccuiickonn ®Pepepauumn, NPUHATLIMU B
baHke npaBunamum npvema W WUCNOJHEHUA MATEXKHbIX
(pacyeTHbIX) LOKYMEHTOB, MPaBUIaMM BHYTPEHHErO KOHTPOIA B
uenax npotusogeictana OO/DT! u (Man) 3aKkNOUEHHBIMM
mexay baHkom n KnveHTom caenkamu. B wWHbIX cay4yasx,
KnveHnty Hanpasnsetca coobuweHve 06 OTpuuaTENbHOM
pe3ynbTaTe MNPOBEPKWU, OTKa3e B MPUHATUM K WCMOHEHUIO
INEeKTPOHHOro AOKYMEHTA.

CTaTycbl INEeKTPOHHbIX AOKYMEHTOB, OTpaKaloLwme ux Tekyliee
COCTOSIHME, aBTOMATUYECKM OTCaexuBatoTcA KnameHTom BO
Bpemsa ceaHcoB cBA3M ¢ baHkom, npoBogumbix KnneHtom B
ucnosnbsyemont Cucreme MHOOPMAUMOHHOTO ob6meHa, U
JOCTYyNHbI ANA cBeAeHuA KnmeHTa.

2.13. O6aszaTtenbcTea CTOPOH MO pacyeTam C UCMO/b30BaHUEM
DNEeKTPOHHOrO  AOKYMEHTa  BO3HWMKAKT  TO/MbKO  nocne
Noly4eEHUNA, MPOBEPKU U MNPUHATUA K WUCMONHEHU0 BbaHKom
Hagnexawum obpasom o0QPOpPMAEHHOTO W  MNOANUCAHHOrO
DNEeKTPOHHOro fOoKyMeHTa KaneHTa.

2.14. Noboe ncnoab3oBaHue KnneHtom Cuctembl
MHPOPMALMOHHOrO OBbMeHa [O/MKHO OblTb OCYLLECTBAEHO B
COOTBETCTBMM C TpeboBaHMAMM 3aKOHOAATENbCTBA POCCUICKOM
depepaumn, ycnoBuAMM 3akntoueHHbIXx CTOPOHaMM CAENOK,
npasuiamm U crtaHgaptamu Cuctem UHOOPMALMOHHOIO
obmeHa, M He [O/MKHO MMETb UenM  CcoBeplleHus
NPOTMBONPABHbIX AEUCTBUIA, NPUYMHEHMA Bpeda baHky u/vunm
WHBbIM  IMLAM, HeOobBOCHOBaAaHHOMY TMOJIYYEHUIO BbIFOL W
NPeuMmyLLecTs, a TakXe OblTb  HanpaBAeHHbIM  Ha
NnpefoCTaB/lieHUE HETOYHbIX, HEeaKTyalbHbIX, HEeAOCTOBEPHbIX
CBeleHUA U [OKYMEHTOB  WAW  YKAOHEeHMe OT  uX
npesoCTaBNeHUA.

concluded by the Bank and the Client and the requirements of
the legislation of the Russian Federation, formed taking into
account the functional and technical capabilities of the
Information System exchange in the form of an Electronic
Document of the Client, signed by the Client/Client's
Representative.

2.11. Persons who have the right to carry out information
interaction with the Bank using Information Exchange Systems,
including those who have the right to dispose of the Client’s
funds in bank accounts opened with the Bank, are determined
by the Client independently and are indicated in the relevant
Application.

2.12. Upon receipt of the Client’s Electronic Document, the Bank
checks such Electronic Document and the correctness of its
execution/filling out, the authenticity of the Client’s Electronic
Signature, and carries out other measures to control the Client’s
Electronic Document and the latter’s Electronic Signature
provided for by the Rules, terms for using a specific Information
Exchange System, and other agreements (transactions)
concluded by the Bank and the Client, internal documents of the
Bank, as well as documents specified in clause 2.9.1 of the IES
Conditions.

If verification of the Electronic Document is positive, the Bank
stores the Electronic Document and accepts it for execution,
unless otherwise provided by the legislation of the Russian
Federation, the rules adopted by the Bank for the acceptance
and execution of payment (settlement) documents, the rules of
internal control in order to combat ML/TF! and (or) transactions
concluded between the Bank and the Client. In other cases, the
Client is sent a message about the negative result of the check
and the refusal to accept the Electronic Document for execution.
The statuses of Electronic Documents, reflecting their current
state, are automatically tracked by the Client during
communication sessions with the Bank conducted by the Client
in the Information Exchange System used, and are available for
the Client’s information.

2.13. Obligations of the Parties for settlements using the
Electronic Document arise only after the Bank receives, verifies
and accepts for execution the Client’s duly executed and signed
Electronic Document.

2.14. Any use by the Client of the Information Exchange System
should be carried out in accordance with the requirements of
the legislation of the Russian Federation, terms of transactions
concluded by the Parties, rules and standards of the Information
Exchange Systems, and should not have the purpose of
committing illegal actions, causing harm to the Bank and/or
other persons, or unjustifiably obtaining benefits and
advantages, as well as be aimed at providing inaccurate,
irrelevant, unreliable information and documents or evading
their provision.

Paspen 3. Mpasa n 06a3aHHOCTM CTOPOH.
3.1. CtopoHbl 06A3yl0TCA He pa3rnawaTtbh TPETbUM AuLaM, 3a
WCK/IIOYEHWEM CNyYaeB, MNPefyCMOTPEHHbIX AEeUCTBYHOLLMM

Section 3. Rights and obligations of the Parties.
3.1. The parties undertake not to disclose specific methods of
information protection used in Information Exchange Systems

1 0fl/®T - neranusaums (OTMblBaHME) LOXOA0B, NONYUEHHBIX MPECTYMHBIM NYTEM, PUHAHCMPOBaHME TEPPOPU3Ma M GUHAHCUPOBAHNE PacNPOCTPAHEHMSA OPYMKNA
MaccoBoro yHuutoxeHus. / ML/TF is legalization (laundering) of proceeds from crime, financing of terrorism and financing of proliferation of weapons of mass

destruction




3aKoHogaTenbCcTBOM Poccuitckon depepaumm  KOHKPETHble
cnocobbl 3aWmTbl MHGOPMALUKM U NpUMeHAemble B CUcTeMax
MHPOPMaLMOHHOro 0bMeHa.

3.2. CTOpOHbI yCcTaHaBAMBalOT, YTO MHOOPMaUUA, CBeAEHUS,
OOKYMEHTbI, HanpaB/ieHHble C ucnosab3oBaHnem Cuctem
NHPOPMaLMOHHOrO 0B6MEHA, CYMTAIOTCA NONYYEHHON KaneHTom
He3amea/IMTeNIbHO, C MOMEHTa UX HanpaBaeHus yepes Cucremy
MHPOPMaLMOHHOrO OBMeHa, eciiM MHOe He MNpPeaycMOTPEHO
npasuiamm W CTaHZgapTamu  coseTylowen  Cuctemol
nHopmaLmoHHoro obmeHa.

3.3. baHK nmeert npaso:

3.3.1. He npyHUMATb K UCMOAHEHWIO DNEKTPOHHbIE AOKYMEHTI,
odopmaeHHble c HapyweHnem AelcTeytowero
3aKoHopaTenbcTBa Poccuitickoit depepaumn, Mpasun, MHbIX
3aK/loYeHHbIXx BaHKom ©  KaneHTom [0roBopoB (caenok),
HacToawwmx Ycnosuin CMO, a TakkKe npaBuaamu 1 cTaHaapTamu
coseTytoLein Cuctembl MHGOPMALMOHHOTO 06MeHa.

3.3.2. OtkasbiBaTb KnmeHTy B npueme DNEKTPOHHOrO
OOKYMeHTa Knnenra, B cny4asx, YCTaHOB/IEHHbIX
3aKoHoAaTenbCcTBom Poccuiickon Pepepaumm, [Mpasunamm,
WHbIX 3aKA0YeHHbIX BaHKom 1 KnneHTom foroBopos (caenok),
Hactoawmmn Ycnosmamm CUO, a TaKkxKe npasuaamu U
CTaHgapTamu  coseTytower Cuctembl  MHOOPMALMOHHOIO
obmeHa, M npuHUMaTb OT KameHTa Hagnexawmm obpasom
obopmneHHble nnaTexHble (pPacyeTHble) U MHble LOKYMEHTbI
TO/NbKO Ha bymakHOM HocuTene, nognucaHHble
COBCTBEHHOPYYHOM MNOAMMUCHID YNOJHOMOYEHHbIX KaneHTom
JIML, U CKpenaeHHbIe NeYyaTblo nocaesHero (Mpu Haauuum).
3.3.3. B uenax 3awmTbl MHTepecos KanMeHTa NpnocTtaHaBaInBaThb
UCNOJIHEHME pacnopskeHnin KnueHta, B TOM uucne Ha
nposegeHne onepaumm no  6GaAHKOBCKMM  cyeTam, [0
NoATBEPKAEHUA aKTya/lbHOCTU W AeNCTBUTENIbHOCTU TaKoro
pacrnopsyeHua, B TOM 4MUC/ie PEKBM3UTOB NaTeXa, tobbim
AoCTynHbIM BaHKy cnocobom, nossonstowmm 3adpuKcuposaTtb
JaHHOoe  noaTeBepxAeHue.  YKasaHHbIM  3anpoc  baHKa
OCYLLECTBAAETCA C WCMNO/Ib30BAaHMEM KOHTAKTHbIX AAHHbIX
KnueHTa, nmetowmxca B pacnopsxkeHmm baHka Ha MOMEHT ero
ocyuiectsnenus. NMpu HanpaBaeHU bBaHKOM COOTBETCTBYHOLLETO
3anpoca KaneHT o6a3aH NoaTBEPAUTL CBOE PACMOPSAMKEHUE UK
aHHYNMPOBATL ero crnocobom, nossonsoWMM 3adpuKcnpoBaTb
npesocTaBneHHbIN oTBeT KnneHTa, He no3aHee paboyero AHsA, B
KOTOpPOM HanpasseH 3anpoc baHka.

B uensax 3awmtbl MHTepecoB KaneHTa B cayvyae HenoayvyeHus
BaHKOM  MoATBEPKAEHWA  AKTYa/IbHOCTM  PACMOPSAXKEeHUsA
KnueHnta, KnueHT nopyyaeT BaHKy OTKasaTb B MCMOJIHEHWUU
TAKOro pacnopsiKeHus (B TOM 4YMC/e OTKasaTb B COBEPLUEHWUU
onepaumu no cyety KnneHta), a camo pacnopsskeHne cyuTaTb
0TO3BaHHbIM, C BO3MOXHOCTbIO MpefocTaBuUTb B baHK Takoe
pacrnopsxeHue Ha OymaxkHOm HocuTene, opopmieHHOM B
cooTBeTCTBMM ¢ TpeboBaHMAMM 3aKOHOAAaTeNbCTBA POCcUiACKOM
depepaumn n 3aknOUeHHbIX ¢ BaHkom caenok. Mosogom ans
OTKasa B WCMOJIHEHUM pacnopaxeHuna KiaveHTa moxer
MOCNYXKWTb HeycrnewHaa MNonbiTKa cBA3aTbCA C KnueHTom, B
TeyeHWe ABYX 4acoB noapag u(unm) B pesynbTaTe aHanAuMsa
onepaymit KnneHta baHkom.

3.3.4. B o4HOCTOPOHHEM, BHecyAebHOM nopAaKe 0TKa3aTbCA OT
WHPOPMALMOHHOIO  B3aMMOZLENCTBUMA C  MCNO/Sb30BaHMEM
Cuctem MHPOpMaLMOHHOrO obMeHa B Cayyae HapylleHui co
CTOpOHbl KnueHTa ycnosuii [MpaBuA, WHbIX 3aKAHOYEHHbIX
BaHKkoM 1 KnveHToM A0roBOpoB (CAeNOoK), HacToALWMX YCnoBuit
CMNO, npaBun K cTaHgapToB  coBeTytowen  Cucrtemol
NHPOpPMaLMOHHOro 06MeHa, a TaKKe NPUHATbIX B baHKe Npasun

to third parties, except for cases provided for by the current
legislation of the Russian Federation.

3.2. The Parties establish that information, data, documents
sent using the Information Exchange Systems are considered
received by the Client immediately from the moment they are
sent through the Information Exchange System, unless
otherwise provided by the rules and standards of the advising
Information Exchange System.

3.3. The bank has the right:

3.3.1. Do not accept for execution Electronic Documents
executed in violation of the current legislation of the Russian
Federation, Rules, other agreements (transactions) concluded
by the Bank and the Client, these IES Conditions, as well as rules
and standards of the relevant Information Exchange System.

3.3.2. Refuse the Client to accept the Client's Electronic
Document, in cases established by the legislation of the Russian
Federation, Rules, other agreements (transactions) concluded
by the Bank and the Client, these IES Conditions, as well as rules
and standards of the relevant Information Exchange System, and
accept appropriately duly executed payment (settlement) and
other documents only on paper from the Client, signed with the
handwritten signature of persons authorized by the Client and
sealed by the latter (if any).

3.3.3. In order to protect interests of the Client, suspend the
execution of the Client’s orders, including those for conducting
transactions on bank accounts, until the relevance and validity
of such an order, including payment details, is confirmed by any
method available to the Bank that allows recording this
confirmation. The specified request of the Bank is carried out
using the Client’s contact information available to the Bank at
the time of its implementation. When the Bank sends a
corresponding request, the Client is obliged to confirm his order
or cancel it in a way that allows recording the Client’s response
provided, no later than the business Day on which the Bank’s
request was sent.

In order to protect the interests of the Client, if the Bank does
not receive confirmation of the relevance of the Client’s order,
the Client instructs the Bank to refuse to execute such an order
(including refusing to carry out a transaction on the Client’s
Account), and consider the order itself revoked, with the
possibility of submitting such an order to the Bank on paper a
medium drawn up in accordance with the requirements of the
legislation of the Russian Federation and transactions concluded
with the Bank. The reason for refusal to execute the Client’s
order may be an unsuccessful attempt to contact the Client
within two consecutive hours and/or as a result of analysis of
the Client’s transactions by the Bank.

3.3.4. Unilaterally, out of court, refuse information interaction
using Information Exchange Systems in case of violations by the
Client of the terms of the Rules, other agreements (transactions)
concluded by the Bank and the Client, these IES Conditions, rules
and standards of the relevant Information Exchange System, as
well as rules adopted by the Bank to combat ML/TF and
fraudulent transactions.




npoTtusoaeictena O/PT n MmoLeHHUYECKMM OonepaLmam.
3.3.5. B cnyyae HeonnaTbl pPacxod4oB, KOMUCCUN U
BO3HarpaxkgeHuna baHKa, cOrnacHo 3aK/ilo4eHHbIM A0roBopam
(coenkam), a TakXKe MpYM BO3HWKHOBEHMM 06O WHOM
3afl0/KeHHocT KnuneHTta nepes baHkom (B Tom uucne no
NPUYMHE HEBO3MOXHOCTM CMUCAHUA CpPeacT8 B CBA3M C
NPUOCTAHOB/JIEHMEM oOMepaunin no cuyety KnneHta waum
HaJIOKeHMeM apecTa Ha AeHeXHble CpeacTBa, HaxoaAwmMeca Ha
cyete KnueHTa) npuocTaHoBUTL Ha cpok do 1 (OgHoro)
KafieH4apHOro mecaua, C MOMeHTa BO3HUKHOBEHUA YKa3aHHbIX
ob6CcToATENbCTB, NPESOCTaBAEHWE YCAYr MO HACTOAWMM
Ycnosuam CUO B 04HOCTOPOHHEM, BHECYAEOHOM NOpAAKe, a B
C/lydae HeonaaTbl MPOCPOYEHHOM 3aA0/KeHHOCTM KnueHTa
nepepn baHKOM MO MCTEYEHMM YKa3aHHOTO CPOKA — PaCTOPrHyTb
HacTosAwee CornaweHne B OAHOCTOPOHHEM, BHecyaebHoOM
nopsaake, yseaommus o6 stom KnneHTta 3a 3 (Tpu) pabounx gHs.
3.3.6. B cay4aax BO3HWKHOBEHMA crnopa mexay baHkom u
KnveHToM npoussoauTb ocMOTp obopyaosaHua KnueHTa, Ha
KOTOPOM YCTaHOBAEHA / C KOTOPOro OCYWecTBAAETCA A0CTYN K
Cuctemam nHdopmMmaumoHHoro obmeHa Ha ctopoHe KnuneHTa.
3.3.7. OTka3aTtb KnuveHTy B UCNONHEHUWN NOAy4YeHHOro baHKom
DNeKTPOHHOro AOKymeHTa KiaumeHTa, a TakXe MONHOCTbIO
NpeKpaTUTb NpeaoCcTaBAeHNe YCAyr C UCNosb3oBaHMem Cuctem
nHpopmaLMoHHOro 06MeHa, B C/ly4ae BO3HMKHOBEHUA Y baHKa
OCHOBAHMI MosaraTb, 4YTO COBepllaeman onepauusa wu/wmam
[eATeIbHOCTb KnuneHTa ABnAaeTca
COMHUTENbHOM/NOA03PUTENBHOW  U(MAM)  HanpaB/ieHa Ha
O4/®dT. Mpu 3TOM NpPaBO OTHECEHMSA Onepauuii K 4ucay
COMHWUTE/IbHBIX/MOA03PUTE/bHbIX MPUHAAEKNT BaHKy, Ha 4TO
KnueHT pgaet cBoe 6e3ycnoBHoe cornacue.

3.4. KnneHT nmeeTt npaso:

3.4.1. YcTaHOBUTb/M3MEHUTb MapameTpbl MHOGOPMAaLMOHHOrO
B3aumogercteua ¢  baHkom  npepoctaBuB B baHK
cooTBeTcTBYlOWee 3aasneHue. Mpn nogaye Takoro 3aAaBneHus,
paHee  yCTQHOBAEHHble  napameTpbl  MHPOPMALMOHHOIO
B3aMMOZLENCTBUA W3MEHSIOTCA U NPUMEHAIOTCA C Y4YeToM
aKuenToBaHHOro baHkom 3aasneHuA. MameHeHne napameTpos
MHPOpPMaLMOHHOrO B3aumoaeincTemua ¢ baHkom, B Tom uucne
KOHTaKTHbIX M MHbIX AaHHbIX  KnaneHta u/mam  ero
MpeacTaButenein, MoxKeT 6bITb OcyLLecTBAEHO KNMEHTOM nyTem
npepoctaBneHna B baHK cooTBeTcTBylOWEro 3anaBNeHUs,
nognucaHHoro  Knnentom/Mpeacrasutenem  KnneHnta ¢
ucnonbsosaHnem YKIM uepes Onepatopa 340/ ¢
NCMNo/sib30BaHMEM DIEKTPOHHOM noanucy no cpeactsom CHO.
3.4.2. PacTtoprHyTb HacToAwwMe YcnoBuMa B OAHOCTOPOHHEM
nopagKe nyTem nogayvm nMCbMeHHOro 3asaBaeHuns B opumc baHka.
Mpw aTom duHaHcoBble 06s3aTeNbecTBa KNneHTa, B TOM YMcae No
onnate BoO3HarpaxageHua bBaHka, a Takxe ycnosus 06
oTBeTcTBEHHOCTU KnuneHTa nepen baHKOM, COXpaHAOT CBOKO
CUNY A0 MOMEHTA MX NOIHOFO GAKTUYECKOTO UX UCMO/THEHUSA.
3.5. KnneHT 061s3aH:

3.5.1. Wcnonb3oBaTb TO/NILKO MWCMNpaBHOE, MPOBEpPeHHOe Ha
OTCYTCTBME  KOMMbIOTEPHbIX  BUPYCOB U BPEAOHOCHbIX
nNporpaMm, a TaKXKe OTBevyawllee TpebOBaHMAM Mpasun U
cTaHAapToB coBeTytowen Cuctembl MHOOPMALMOHHOIO 0bMmeHa
1 baHKa ycTpoicTeo (KomnbioTep).

3.5.2. Cobntogatb NPaBUALHOCTb M KOPPEKTHOCTb YKa3aHUA U
3aMO/IHEHUA BCEX PEKBU3SNTOB DJIEKTPOHHbIX [OKYMEHTOB
KnueHnTa.

3.5.3. He nepepaBaTb M He NpeAoCTaBAATb AOCTYN K Cuctemam
MHGOPMaLMOHHOrO obMeHa, NporpammHOMy obecrnedyeHuto, a
TaKXXe He nepenasatb AyTeHTUPUKALMOHHbIE  JaHHbIE,

3.3.5. In case of non-payment of expenses, commissions and
remuneration of the Bank, in accordance with concluded
agreements (transactions), as well as in the event of any other
debt of the Client to the Bank (including due to the impossibility
of writing off funds due to the suspension of operations on the
Client’s account or the seizure of funds , located on the Client's
account) suspend for a period of up to 1 (One) calendar month,
from the moment of occurrence of the specified circumstances,
the provision of services under these IES Conditions unilaterally,
out of court, and in case of non-payment of the Client's overdue
debt to the Bank after the specified period - terminate this
Agreement unilaterally, out of court, by notifying the Client 3
(Three) working days in advance.

3.3.6. In cases of a dispute between the Bank and the Client,
inspect the Client’s equipment on which the Information
Exchange Systems on the Client’s side are installed / from which
access is provided.

3.3.7. Refuse the Client to execute the Client's Electronic
Document received by the Bank, as well as completely stop
providing services using Information Exchange Systems, if the
Bank has grounds to believe that the transaction being
performed and/or the Client's activity is dubious/suspicious
and/or aimed at ML/ FT. In this case, the right to classify
transactions as doubtful/suspicious belongs to the Bank, to
which the Client gives his unconditional consent.

3.4. The Client has the right:

3.4.1. Set/change the parameters of information interaction
with the Bank by submitting an appropriate Application to the
Bank. When submitting such Application, the previously
established parameters for information interaction are changed
and applied taking into account the Application accepted by the
Bank. Changing the parameters of information interaction with
the Bank, including contact and other data of the Client and/or
his Representatives, can be carried out by the Client by
submitting to the Bank a corresponding Application signed by
the Client/Client's Representative using ECES through EDF
Operator / using an Electronic Signature using IES.

3.4.2. Terminate these Terms unilaterally by submitting a
written application to the Bank's office. At the same time, the
Client’s financial obligations, including payment of the Bank’s
remuneration, as well as the conditions regarding the Client’s
responsibility to the Bank, remain in force until they are actually
fully fulfilled.

3.5. The Client is obliged:

3.5.1. Use only a device (computer) that is in working order,
checked for the absence of computer viruses and malware, and
that meets the requirements of the rules and standards of the
advisory Information Exchange System and the Bank.

3.5.2. Maintain the accuracy and correctness of specifying and
filling out all details of Client’s Electronic Documents.

3.5.3. Do not transfer or provide access to Information Exchange
Systems, software, and do not transfer Authentication Data,
Subscriber Number, Electronic Signatures of the Client (in whole




AGOHEHTCKMI  HOMep, IDNEeKTpOHHble noanucu Knunelta
(MONHOCTBIO MAM YaCTMYHO) TPETbMM JIMLAM, B TOM 4uC/e
Heyno/IHOMOYEHHbIM CcOTpyAHWKam KnneHTa.

3.5.4. CobnogaTte npaBuna M TpeboBaHUA BbaHka B obnactu
6e3onacHocTM, B TOM uucie WHPOPMALMOHHOW, YCNOBUA
3aKNtoveHHbIx CTOpOHamMM [AOroBOPOB, a TaKke TpeboBaHus
3aKOHO4ATENbCTBA Poccuiickoi depepaummn/cTpaHbi
perucTpaumMmM W  OCyLecTBieHUa aeaTenbHocTn KaueHta.
UcknounTb BO3MOKHOCTb 3apaeHun ycTpoicTBa
(KomnbioTepa), ucnonblyemoro KaveHTom pns pocTyna K
Cuctemam  UHPOPMaLMOHHOTO 0bMeHa, MNPOrpamMmmMHbIMU
BMPYCaMM U APYTMMU BPELOHOCHBIMU NPOrpaMmamm.

3.5.5. ExxegHeBHO ocyWw,ecTBAATb Npuem oT baHKa 1eKTPOHHbIX
OOKYMEHTOB, coobuweHun, yBEeAOM/IEHUN, 3anpocos,
TpeboBaHUA M WHbIX LOKYMEHTOB, Hanpasasemblx BaHKom
KnaneHty ¢ ucnonb3oBaHuem Cuctem WHPOPMALMOHHOO
obMeHa UM UHbIM AO0CTYNHbIM BaHKy cnocobom.

3.5.6. Mpon3BOAUTb NIAHOBYIO 3aMeHy DIEKTPOHHOM noanucu
N AyTeHTUPUMKALMOHHBIX JaHHbIX B MOPAAKE W  CPOKMW,
npeaycMoTpeHHble npasuaamu " CTaHAapTamm
cooTBeTcTBytOWel Cuctembl MHPOpPMaLMOHHOrO obmeHa, a
TAKXKe TMpu CMeHe YMNOJIHOMOYEHHbIX [lpeacTasuTenei,
M3MEHEHUN WX MOSIHOMOYMI, [AaHHbIX, @ TaKXKe B Cay4yae
BbIABNIEHMA WAM MNOAO3PEHMA Ha KOMMPOMETauuio u/vuan
HapylweHne KOHOMAEHUMANbHOCTU DNEKTPOHHOM nognucu u
AyTEHTUDUKALUMOHHDBIX AaHHbIX.

KnneHT He BnpaBe Mcnosb30BaTb cCpeacTBa Ansa [octyna K
Cucteme MHOGOPMAUMOHHOTO obmeHa, AyTeHTUOMKALMOHHbIE

OaHHble, DNEKTPOHHYK noanucb, AOOHEHTCKMI HOmep C
MOMEHTa OOHAPYKEHUA UX KOMMNPOMETAUMM, HapyleHun
KOHOMAEHLMANBHOCTU Unm HernpaBoMepHOro nx

MCNO/Ib30BaHMA, @ TaK}Ke B C/ly4ae NOA03PEHUA Ha 3TO.
KnveHT 06s3yeTca HesamenMTeNbHO yBeaoMUTb BaHK 060
BCEX CNYYasAX yTpaTbl U(MAN) XULWLEHMA DNEKTPOHHON NOANMUCH,
ABOHEHTCKOro Homepa, AyTeHTUGUKALMOHHBIX AaHHbIX, U/1au
nx HEeCaHKLMOHMPOBaAHHOIO MCMO/Ib30BaHWS, n/man
KOMNpomeTaumu (B TOM 4YMcie NOAO3PEHUA Ha 3TO), a TaKKe
NOBPEXKAEHNA NPOrPAMMHO-TEXHUYECKUX CPEACTB, NOACUCTEM
06paboTKM, XpaHeHun, 3aWwuTbl U nepegaum nHdopmaumu, c
MCNONb30BaHMEM KOTOPbIX OCYLWEeCTBAAETCA Z0CTyn u/unm
ucnosnbzoBaHne  Cuctembl  UHPOPMaLMOHHOrO  obmeHa.
Hapnexauee ysegomneHve KnueHta, nonyvyeHHoe baHKom,
ABnAeTcA OCHOBaHMEM ans NPUOCTAHOBNEHNS
WHOPMALMOHHOIO  B3aumogenctema  yepes  Cuctemol
nHpopmaLMoHHOro obmeHa. YeegomneHne KameHta cumtaetca
nosiydeHHbIM BaHKOM B AeHb ero ¢pakTUYecKoro nosyvyeHus
nocnegHuMm.

Bo3o6HoBneHME MHOOPMALMOHHOIO B3aMMOLENCTBMA Yepes
Cuctembl MHPOpMaLMOHHOrO obmeHa M npaBo KaveHTa Ha
ncnosnbsoBaHue BblbpaHHOM KaneHTom WHPOpPMaLMOHHOM
cMcTeMbl AN1A B3aMmoAencTeus ¢ baHkom Bo3HMKaeT y KnveHTa
nocne NOATBEpPKAeHNA nocnegHUM baHKy NonHOro yctpaHeHua
06CTOATENBbCTB, ABMBLUMXCA MPUYMHAMM  MPUOCTAHOBIEHUSA
MHOOPMALMOHHOIO B3aMMO4EeNCTBUA.

3.5.7. ObecneuynTtb AocTyn coTpyaHWKOB BaHKa gna ocmoTpa
obopyaoBaHua Knunenra, MCMNoib3yemoro npu
MHGOPMaLMOHHOM  B3ammogenctsunm ¢ baHKom, no
TpeboBaHMIO NocneaHero.

or in part) to third parties, including unauthorized employees of
the Client.

3.5.4. Comply with the rules and requirements of the Bank in the
field of security, including information security, terms of
agreements concluded by the Parties, as well as the
requirements of the legislation of the Russian Federation /
country of registration and implementation of the Client’s
activities. Eliminate the possibility of infecting the device
(computer) used by the Client to access the Information
Exchange Systems with software viruses and other malicious
programs.

3.5.5. Daily receive from the Bank Electronic Documents,
messages, notifications, requests, demands and other
documents sent by the Bank to the Client using Information
Exchange Systems or in any other way available to the Bank.

3.5.6. Carry out a planned replacement of the Electronic
Signature and Authentication Data in the manner and within the
time limits provided for by the rules and standards of the
relevant Information Exchange System, as well as when
changing Authorized Representatives, changing their powers,
data, as well as in case of detection or suspicion of compromise
and/or violation of the confidentiality of the Electronic signature
and authentication data.

The Client does not have the right to use means to access the
Information Exchange System, Authentication Data, Electronic
Signature, Subscriber Number from the moment of discovery of
their compromise, violation of confidentiality or misuse, as well
as in case of suspicion of this.

The Client undertakes to immediately notify the Bank of all cases
of loss and/or theft of the Electronic Signature, Subscriber
Number, Authentication Data, and/or their unauthorized use,
and/or compromise (including suspicion of this), as well as
damage to software and hardware, subsystems for processing,
storing, protecting and transmitting information, through which
access and/or use of the Information Exchange System is carried
out. Proper notification of the Client received by the Bank is the
basis for suspension of information interaction through the
Information Exchange Systems. The Client's notice is considered
received by the Bank on the day of its actual receipt.
Resumption of information interaction through the Information
Exchange Systems and the Client’s right to use the information
system chosen by the Client to interact with the Bank arises for
the Client after the latter confirms to the Bank that the
circumstances that caused the suspension of information
interaction have been completely eliminated.

3.5.7. Provide access for Bank employees to inspect the Client’s
equipment used in information interaction with the Bank, at the
latter’s request.

Paspen 4. OtBeTcTBEHHOCTb CTOPOH.

4.1. KnueHT  HeceT  OTBETCTBEHHOCTb 3@  TOYHOCTb,
[OCTOBEPHOCTb M aKTyasibHOCTb MHGOPMALLMK, CoAepKallenca
B NIEKTPOHHbIX 4OKYMEHTAX, MHbIX COOBLLEHMAX N AOKYMEHTaX,

Section 4. Responsibility of the Parties.

4.1. The Client is responsible for the accuracy, reliability and
relevance of the information contained in Electronic
Documents, other messages and documents sent and/or




HanpaBasemMblx n(nnn) nepeaaBaemblIx BaHKy c
ncnonb3oBaHnem Cuctembl MHGOPMALMOHHOIO 06MeHa.

4.2. BaHK He HeceT OTBETCTBEHHOCTU 3a YObITKM, MOHECEHHbIe
KnneHtom He no BuHe baHKa, B Tom uucne B pesynbTaTte
ncnosb3oBaHus Cuctem MHPOpPMaLMOHHOrO 0bMeHa, B TOM
yncne  NPU UCMNOJIHEHUM  OWMBOYHbLIX  DNEKTPOHHbIX
OOKYMEHTOB, €C/IM 3TU AOKYMEHTbl Hagnexkawmm obpasom
KnneHtom odopmneHbl M nepeaaHbl, a BaHKOM nosyyeHbl U
WCMNOJIHEHDI.

4.3. baHK He HeceT OTBETCTBEHHOCTb 3a:

* ntobble 3a4eprKKM, COOU, NPepbIBaHMA U NOTEPU, BOZHUKLLME

BCNeACTBME  HeucnpasHocTM  Cuctem  MHOOPMALMOHHOTO
obmeHa, a TaKxke B cnyyae
HepaboToCnocobHOCTU/HEKOPPEKTHOW paboTbl Cucrembl

UHbOPMaLMOHHOrO 0bmeHa, a TakkKe 3a ybbITKM KnueHTa,
BbI3BAaHHbIE HACTyNAEHNEM YKA3aHHbIX 06CTOATENLCTB;

e yb6bITKM KnveHTa, BO3HMKWWI BCneacTBUE MNPUHATUA K
WCMONIHEHUIO INEKTPOHHbBIX AOKYMEHTOB C HEeAEeNCTBUTENbHOM
WU CKOMMPOMETUPOBAHHOM DNEKTPOHHOM NOoANUCHIO KaneHTa,
nocTynuelen Ao nonydyeHua oT KaneHta wuHdopmauuum o
NPU3HaHMUW ee HeLelUCTBUTENbHOW, NN O ee KOMNPOMETaLUN,
WIN HapyLWeHUs KOHOUAEHLMANbHOCTb YKa3aHHbIX CBEAEHUN,
AN yTpaTbl TaKUX AaHHbIX, @ TaKKe AyTeHTUPUKALMOHHDIX
AaHHbIX, ADOHEHTCKOro Homepa.

® MPaBOMEPHOCTb M MPaBUIbHOCTb odopmMaeHUa KaneHTom

JNEeKTPOHHOTO AOKYMEHTa, a TaKXe 3a HecobawogeHue
KnmeHTom  TpeboBaHMI  3aKoHodaTenbcTBa  Poccuiickoi
depepauunm/cTpaHbl perncrpauu n(unm) CTpaHbl

OCYLLECTBNEHUA AeATeNbHOCTU KaneHTom.

e ybbITKM M NOCNeACTBMA BCAEACTBME HEUCNOoNHeHus u(unum)
HeHagnexawero wucrnonHeHna Knventom [paBun, WHbIX
3aK/0YEHHbIX BaHkom M KnueHTom pgorosopoB (caenok),
HacToAawmx Ycnosuii CUO, npasua M CTaHOAPTOB COBETYHOLWEMN
Cuctembl MHPOpPMaUMOHHOro obmeHa, TpeboBaHWMn BaHKa U
3aKOHOJATENbCTBA Poccuiickom denepaumm, CTpaHbl
pernctpaumMm  KnveHTa UM CTpaHbl  OCYLLECTBAEHUA UM
LeATeNbHOCTH.

e yb6bITKM MAn ywepb KnumeHTa, BO3HWKILUME B pesy/nbTaTe
ucnosb3sosaHma Cuctembl MHPOpPMaAUMOHHOTO obmeHa, 3a
Noboi NPAMON UNM KOCBEHHbIW YLLep6b M ynyLLeHHYIO Bbiro4y,
Bbl3BaHHble WCMNOAb30BaHMEM CucTeMbl MHPOPMALUOHHOIO
obmeHa, 3a WHble NOCNEeACTBMA MPUMEHEHUS MOAYHEHHOM
MHbOpPMaLMK C UCNoNb30BaHMEM CUCTEMbI MHPOPMALMOHHOTO
obmeHa.

transmitted to the Bank using the Information Exchange System.

4.2. The Bank is not responsible for losses incurred by the Client
through no fault of the Bank, including as a result of the use of
Information Exchange Systems, including the execution of
erroneous Electronic Documents, if these documents are
properly executed and transmitted by the Client, and received
and executed by the Bank.

4.3. The Bank is not responsible for:

¢ any delays, failures, interruptions and losses resulting from a
malfunction of the Information Exchange Systems, as well as in
case of inoperability / incorrect operation of the Information
Exchange System, as well as for the Client’s losses caused by the
occurrence of these circumstances;

¢ losses of the Client arising as a result of the acceptance for
execution of Electronic Documents with an invalid or
compromised Electronic Signature of the Client, received before
receiving information from the Client about its invalidation, or
about its compromise, or violation of confidentiality of specified
information, or loss of such data, as well as Authentication Data,
Subscriber Number.

e legality and correctness of the Client’s execution of the
Electronic Document, as well as for the Client’s failure to comply
with the requirements of the legislation of the Russian
Federation/country of registration and (or) the country where
the Client operates.

¢ losses and consequences due to non-fulfillment and (or)
improper Client’s fulfillment of the Rules, other agreements
(transactions) concluded by the Bank and the Client, these IES
Conditions, rules and standards of the advisory Information
Exchange System, requirements of the Bank and the legislation
of the Russian Federation, the country of registration of the
Client and the countries in which it operates.

* losses or damages of the Client arising from the use of the
Information Exchange System, for any direct or indirect damage
and lost profits caused by the use of the Information Exchange
System, for other consequences of using the information
received using the Information Exchange System.

Paspen 5. Cpok pgeicteua Ycnosuit CUO u nopsagaoKk ux
pacTop)XeHus

5.1. Ycnosua CUO peicTBylOT B TeyeHMe CPOKa AencTBus
[Jorosopa 06 OTKPbLITUM 7 nopagke BeAeHuA
KOppecnoHAeHTCKux cyetoB (Jorosopa Cueta) nAvMbo o
MOMEHTa ero pacTtopeHusa. 3akpbiTve nocnegHero CueTta
KnneHta B baHKe uanM pacToprkeHue nociefHero A0orosopa
meay KnveHtom n baHKoM B pakax KOTOPOro UCNO/Ib30BaNCh
Cuctembl MHOOPMALMOHHOTO ObBMeHa, B/eveT MpekpalleHue
ocylLecTBieHna  UHOGOPMALMOHHOFO  B3aMMOAENCTBUA €
ucnonb3oBaHnem Cuctem MHGopmaLMOHHOro obmeHa.

5.2. Kaxpas ns CTopoH Bnpase B ntoboe Bpema pacToprHyTb
HacToAwme Ycnosua CUO B oAHOCTOPOHHEM, BHecyaebHom
nopsfke, HanpasuB Apyroii CTOpoHe COOTBETCTBYHOLLEE
yBefom/ieHne He meHee Yyem 3a 10 (gecATb) KaneHAapHbIX AHEeN
[0 npeanosaraemoin AaTbl PacTOPKEHUS.

5.3. Hactoawme VYcnoBmA CcUYMTAOTCA PACTOPrHYTbIM MO
MCTEYEHUN CPOKA YBEAOMJIEHMA, YKa3aHHOro B NyHKTe 5.2

Section 5. Validity period of IES Conditions and procedure for
their termination

5.1. IES Conditions are valid during the validity period of the
Agreement on Opening and Maintenance of Correspondent
Accounts (Account Agreement) or until its termination. Closing
the Client's last Account with the Bank or terminating the last
agreement between the Client and the Bank in the framework
of which the Information Exchange Systems were used entails
the termination of information interaction using the Information
Exchange Systems.

5.2. Each of the Parties has the right at any time to terminate
these IES Conditions unilaterally, out of court, by sending the
other Party a corresponding notice at least 10 (ten) calendar
days before the expected date of termination.

5.3. These Conditions are considered terminated upon
expiration of the notice period specified in clause 5.2 of these




HacToAlWMX YCNOBMI, MCYMCNSEMOro C AaTbl HanpasneHusA
TaKoro ysegomneHus cootseTcTaytoweit CTOpoOHOM.

5.4. BaHk BnpaBe B OAHOCTOPOHHEM, BHecyaebHOM nopsake
0TKa3aTbCA OT ucnosHeHua Ycnosuit CMO M pacToprHyTb MX,
yBegommns 06 atom KnueHTa 3a 1 (oguH) pabouunii geHb, B
c/ly4ae BbiABAEHMA B AeAaTeNbHOCTM KianveHTa npu3HaKos
MOLUEHHWYECKOW, NPOTMBOMpPABHOW WAM  HeobOCHOBAHHO
Hebe3onacHoOM [AeATeNbHOCTU, KOTOpas MOMKEeT MpuMBECTU K
HapyweHu1to ycnoBuid Ycnosuin CUO u(nnm) 3akoHO4aTeNbCTBA
Poccuitickoit depepaumm, a TaKKe K MMYLLECTBEHHbIM WU
penyTauMoHHbIM ybbITKam BaHKa.

Conditions, calculated from the date of sending such notice by
the relevant Party.

5.4. The Bank has the right to unilaterally, out of court, cancel
this IES Conditions and terminate it by notifying the Client 1
(one) business day in advance, if signs of fraudulent, illegal or
unreasonably unsafe activity are detected in the Client's
activities, which may lead to a violation of the terms of this IES
Conditions and (or) the legislation of the Russian Federation, as
well as property and reputational losses of the Bank.




